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ABSTRACK

The Indonesian National Police is a key institution responsible for maintaining
public security and order, as well as enforcing the law. One of its crucial functions
is managing data related to the Wanted Persons List (Daftar Pencarian
Orang/DPO), especially within the intelligence unit. DPO data is highly
confidential, as it contains sensitive information about individuals being pursued
by law enforcement. However, in practice, the data management system at Rokan
Hulu Police Resort (Polres Rokan Hulu) still lacks proper security measures,
making it vulnerable to unauthorized access and data breaches. Therefore, a
secure data system is needed to protect this sensitive information. This study aims
to design a web-based data protection system using the Vigenere Cipher
cryptographic method. The Vigenere Cipher is a classical algorithm categorized as
a polyalphabetic substitution cipher, which encrypts text using a series of Caesar
ciphers based on a keyword. With encryption, the data is not stored in its original
form, but in a coded format that is difficult to interpret without the correct key. In
the event of a data leak, the encrypted information remains unreadable to
unauthorized parties. This system is expected to provide stronger protection for
DPO data, enhance the confidentiality of information within the intelligence unit,
and support national security through the use of information technology.

Keywords: Data confidentiality, Cryptography, Vigenére Cipher, Wanted Persons
List (DPO), Intelligence, Police, Web.
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ABSTRAK

Kepolisian Negara Republik Indonesia merupakan salah satu institusi yang
memiliki peran strategis dalam menjaga keamanan dan ketertiban masyarakat,
serta melakukan penegakan hukum. Salah satu fungsi penting kepolisian adalah
pengelolaan data terkait Daftar Pencarian Orang (DPO), khususnya oleh satuan
intelijen. Data DPO bersifat rahasia karena memuat informasi identitas individu
yang sedang dalam proses pencarian oleh pihak berwenang. Namun, pada
praktiknya, sistem pengelolaan data DPO di Polres Rokan Hulu masih minim dari
segi keamanan, sehingga rawan diakses oleh pihak tidak berwenang atau
mengalami kebocoran data. Oleh karena itu, dibutuhkan penerapan sistem
keamanan data yang mampu menjaga kerahasiaan informasi sensitif tersebut.
Penelitian ini bertujuan untuk merancang sistem pengamanan data DPO berbasis
web menggunakan metode kriptografi Vigenere Cipher. Metode ini merupakan
algoritma klasik yang termasuk dalam jenis polyalphabetic substitution cipher dan
bekerja dengan menyandikan teks menggunakan serangkaian sandi Caesar
berdasarkan huruf-huruf pada kata kunci. Dengan penerapan enkripsi, data tidak
akan disimpan dalam bentuk aslinya, melainkan dalam bentuk sandi yang sulit
dipahami tanpa kunci yang sesuai. Jika terjadi pencurian atau kebocoran data,
informasi yang terenkripsi tidak akan mudah dimengerti oleh pihak yang tidak
berwenang. Diharapkan sistem ini dapat memberikan perlindungan yang lebih
baik terhadap data DPO, meningkatkan kerahasiaan informasi pada satuan
intelijen, serta mendukung keamanan nasional secara menyeluruh melalui
teknologi informasi.

Kata kunci: Kerahasiaan data, Kriptografi, Vigenere Cipher, DPO, Intelijen,
Kepolisian, Web.
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